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Copyright Notice

This document is copyrighted, 2007. All rights are reserved. The
original manufacturer reserves the right to make improvements to

the products described in this manual at any time without notice.

No part of this manual may be reproduced, copied, translated, or
transmitted in any form or by any means without the prior written
permission of the original manufacturer. Information provided in
this manual is intended to be accurate and reliable. However, the
original manufacturer assumes no responsibility for its use, or for
any infringements upon the rights of third parties that may result

from its use.

The material in this document is for product information only and is
subject to change without notice. While reasonable efforts have
been made in the preparation of this document to assure its
accuracy, AAEON assumes no liabilities resulting from errors or
omissions in this document, or from the use of the information

contained herein.

AAEON reserves the right to make changes in the product design

without notice to its users.
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Packing List

Before you begin operating your PC, please make sure that the
following materials are enclosed:

AVR-3000 Embedded Controller
Phoenix Power Connector
Wallmount Brackets

Audio Cable

Screw Package

CD-ROM for manual (in PDF format) and
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drivers

If any of these items should be missing or damaged, please contact

your distributor or sales representative immediately.
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Safety & Warranty

Read these safety instructions carefully.
Keep this user's manual for later reference.

Disconnect this equipment from any AC outlet before cleaning. Do
not use liquid or spray detergents for cleaning. Use a damp cloth.

For pluggable equipment, the power outlet must be installed near
the equipment and must be easily accessible.

Keep this equipment away from humidity.

Put this equipment on a firm surface during installation. Dropping
it or letting it fall could cause damage.

The openings on the enclosure are for air convection. Protect the
equipment from overheating. DO NOT COVER THE OPENINGS.

Make sure the voltage of the power source is correct before
connecting the equipment to the power outlet.

Position the power cord so that people cannot step on it. Do not
place anything over the power cord.

All cautions and warnings on the equipment should be noted.

If the equipment is not used for a long time, disconnect it from the
power source to avoid damage by transient over-voltage.

Never pour any liquid into an opening. This could cause fire or
electrical shock.

Never open the equipment. For safety reasons, only qualified
service personnel should open the equipment.

If any of the following situations arises, get the equipment
checked by service personnel:

a. The power cord or plug is damaged.
b. Liquid has penetrated into the equipment.

c. The equipment has been exposed to moisture.
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d. The equipment does not work well, or you cannot get it
to work according to the user’s manual.

e. The equipment has been dropped and damaged.
f. The equipment has obvious signs of breakage.

15. DO NOT LEAVE THIS EQUIPMENT IN AN ENVIRONMENT
WHERE THE STORAGE TEMPERATURE IS BELOW -20°C
(-4°F) OR ABOVE 60°C (140°F). IT MAY DAMAGE THE
EQUIPMENT.

FCC Safety

This device complies with Part 15 FCC Rules.

inal
Warning! Operation is subject to the following two

conditions: (1) this device may not cause

harmful interference, and (2) this device must

accept any interference received including
interference that may cause undesired

operation.

Caution:

There is a danger of explosion if the battery is incorrectly replaced.
Replace only with the same or equivalent type recommended by the
manufacturer. Dispose of used batteries according to the
manufacturer’s instructions and your local government's recycling or
disposal directives.
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1.1 Introduction

The AVR-3000 BOXER S Advanced Embedded Control system
continues the BOXER design concept but focuses on the mobile
digital video recorder market. Therefore AVR-3000’s video recorder
function, compact size combined with fanless design and highly
efficient heat conduction mechanism can fulfill any rugged technical

application in Digital surveillance.

Outstanding Over-spec Design

Intel's® popular Celeron M processor combined with fanless design
and high performance is widely acceptable and dependable in this
market. USB 2.0, Ethernet and 4 Serial ports allow communication
with diverse devices with a high transfer rate. Furthermore, the
AVR-3000 can concurrently support four-channel video capture. It
is a leading-edge thermal and vibration design (up to 50 degree
operation and 5G RMS vibration) and also an innovation for Mobile
DVR market. AVR-3000 plays a role in connecting all subsystems in
common applications. AAEON not only enhances your competitive

value but also gives you an excellent solution for the future.

Strict Quality Control Process
AAEON retains the perfect product design and management
team. Our Quality Control through multiple level experience and

test has earned a good reputation in IPC field. AAEON's whole
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product series are subjected to high-level standards which make
them our best guarantee and assurance to customers. Excellent

product quality will always be AAEON's best advertisement.

24-hour FAE System

AAEON’'s e-RMA and e-FAE 24-hour a day systems for all
customers’ prompt request was formally launched in 2005. No
matter if it is a holiday or weekend; we can handle all kinds of
requests and give you a satisfactory response in 10 days.
AAEON is proud of our quick service and professional teamwork

to provide our customers with continual support.

Great design, great value and great service are hallmarks of the
AAEON BOXER embedded control PCs. There really is no other
choice for your application than AAEON if you want the best

performance and best value!

Chapter 1 General Information 1- 3
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1.2 Features

e Fanless Design with Intel® Celeron® M Processors
e 2PCMCIA

e 4COM/4USB2.0/1 Ethernet

e Operating Temperature: -15°C~50°C

e Anti-vibration up to 5grms / Anti-shock up to 50 g

Chapter 1 General Information 1- 4
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1.3 Specifications

e CPU:
° System Memory:
° Expansion:

° VGA:

. Keyboard/Mouse:

° Ethernet:
° SSD:

° Device Bay:

. Serial Port:

e  Audio:

. Parallel Port:

° USB:

e  Watchdog Timer:

° Power Supply:

Intel® Celeron®M 1.3GHz Processor
DDR 256MB RAM DIMM x 1
PCMCIA X 2
DB-15 VGA connector
PS/2 Keyboard & Mouse
10/100Base-TX RJ-45 Connector x 1
1GB CompactFlash” x 1 (preinstall
embedded linux OS and DVR software)
Internal 2.5” HDD Bay
RS-232 x4
Line-in / Line-out / MIC-in
Parallel Port x 1
USB2.0x4
Generates a time-out system reset,
setting via software
1. DC Input -- Internal DC-DC
Converter (Default)
Input voltage: 9V DC~30VDC
2. AC Input -- External Power Adapter
(Optional)
Input voltage: 100V AC ~ 240V AC
@ 50 ~ 60Hz

Chapter 1 General Information 1- 5



Embedded Controller AVR-3000

° System Control

° Indicators:

Power on/off switch x 1; Reset button x
1
Power LED x 1; HDD active LED x 1

Mechanical and Environmental

° Construction:
° Color:
° Mounting:

° Dimension:
° Net Weight:
° Gross Weight:

° Operating

Temperature:

° Operating Humidity:

° Vibration:

° Shock:

° EMC:

Rugged Aluminum Alloy chassis

Mustard

Wallmount, Desktop

8.4" (W) x 3.73" (H) x 9.36" (D)

(214mm x 94.75mm x 237.8mm)

12.41lb (5.63kg)

21.21lb (9.62kg)

5°F~131°F (-15°C~55°C)

(Celeron-M 1.3GHz,CFD);

5°F~122°F (-15°C~50°C) (Celeron-M
1.3GHz, Automotive HDD);

5°F ~ 113°F (-15°C~45°C) (Celeron-M
1.3GHz, Normal HDD)

5~95%@40°C, non-condensing
5grms/ 5~500Hz/random operation
(CFD); 0.5g / 5~500Hz / random operation
(HDD)

509 peak acceleration (11 msec. duration)
15¢g peak acceleration (11 msec. duration)
(HDD)

CE/FCC class B

Chapter 1 General Information 1- 6
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Front Side

HDD LED USB 2.0 Port x 4
Power LED

Power Switch
Compact Flash card slot

PCMCIA x 2
Rear Side
Ethernet
Audio  4Serial ports
Power Inlet

rrre?PPPR Ry

1KB and 1 Mouse
Parallel port

4-channel Capture In

Chapter 1 General Information 1- 7



Embedded Controller AVR-3000

Appendix

DVR Software
User’'s Guide



About This Manual

This manual is designed to assist customers in the use of the Digital
Video Recorder produced by our company. Information in this document
has been carefully designed and arranged, and also checked for accuracy
before publication; however, no guarantee is given as to the correctness of
the contents in print and depiction. Corrections will be made as necessary in
subsequent editions for the benefit of our customers. No guarantee or other
hints in any form about the content or usage of this manual is expressed.
Also, the information contained in this document is subject to change without
notice.

Edition 3.6.4
2007. JAN.

This publication contains information that is protected by copyright. No
part of it may be reproduced, transmitted, transcribed, or translated into any
language without permission from the copyright holders.

Copyright © 2007 Softwell Technology CO., Ltd.
All rights reserved
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| chapter 1 ||
Introduction

Thank you for purchasing the Digital Video Recorder developed by
Softwell Technology Co., Ltd. This product has already obtained CE, FCC,
BSMI Class A certifications.

The company has developed 4/8/12/16 channels DVR systems, Network
DVR Management Systems for central surveillance, network surveillance,
mobile solutions and variable integrated applications. Whole surveillance
series are designed based on cutting-age technology, complete product line
can exactly match the requirements.

The DVR system has built-in digital compression technology for
recording and streaming video. Generally speaking, an CCD camera can
deliver clear, crisp images at about 30 FPS(for NTSC)/25 FPS(for PAL). The
high-performance processor and quick I/O connection not only provide you
with the capability to monitor the camera in real-time mode, but also utilize
the extra processing power to allow for a high frame rate for recording and
remote monitoring according to the amount of allocated disk space and the
bandwidth available.

For maximum expandability, the system provides a Network Card,
allowing customers to connect a computer system to monitor remotely
through the network. The USB storage, CD-RW, DVD+/-RW, and Network
Neighbors may be used for outputting video documents, and other optional
items include memory, storage/backup devices, and alarm functions.
Customers can choose to purchase expandable modules depending on
requirements.

This user's guide describes all features of DVR in an easy-to-read. The
primary goals of this chapter are to identify the main components of the DVR
and to provide a quick reference of DVR functions for experienced DVR
users.



eGetting Started

Before starting to operate the DVR, users have to install the hardware
according to the H/W configuration guide. Make sure the DVR is not
powered on before all accessories are right connected. Check the voltage
switch of DVR system is within the safe region(115/230). Make sure there is
no CD or DVD inside.

eRe-login/Shut down

Only "admin" can be login to the DVR while it is firstly operated.

First time operating the system, it would auto-login to the DVR main
screen. Enable/disable the "auto-login", please read chapter 5 to learn more
details. Adding DVR users, please read chapter 4

1. Click the logout icon.
2. Popup window as below.

ommsuretologout?

3. Enter default user name: admin and password: admin.

4. Click Login to re-login the system, while click Shut down to power off the
DVR system

(I admin = |




eStart Using DVR System

The main GUI(Graphic User Interface) will shows the images of
cameras, the control function bar is on the right screen.

Note: Once after operating, the main screen will auto display images of connected
cameras. When there is showed Video Loss image, please check which camera is
installed and connected in correct way.

Status Light: upper left side on each single image are presenting the
recording modes.

@ Green: Scheduled recording
@ Red: Recording

@ Blue: No recording



Right Side Control Function Bar

System Date/Time

Playback
Logout
Single Cam Split

Quad Cam Splits
9 Cam Splits

-— 16 Cam Splits

Full Screen

HD Capacity

System time/version

Setup: Click this icon to enter the setup page

Playback: Click this icon to playback the recording files.
Logout: Click this icon to logout or re-login the system.

1

2

3

4

5. Single camera view mode
6. Quad cameras view mode.
7. 9-cameras view mode.

8. 16-camera view mode

9. Full screen mode

1

0. HD capacity: it shows how many capacity are left or under recycle
recording mode.



Bottom Control Function Bar

Default bottom control function bar is as pic1-5A shows, yet when
monitoring cameras are less than all cameras(such as single camera view
mode or quad cameras view mode, etc.), the function bar will be showed as
pic1-5B.

Embeds in text info Image switch Embeds in text info
- 1 - = L] R
P12 ~ |l e erz I
— y
Vnluima nnlnff Snancshnt Volume on/off Snapshot
Pic1-5A: Default bottom. toolbar Pic1-5B: Bottom toglbar with Auto-switch

1. Exit: click it to exit the main screen.

2. Embeds in text info: click it to embed text info on monitoring images while
there are any COM2LAN devices used in the system(such as integrated with
Access control or POS.).

3. Image switch: it will auto-switch under some display modes(default switch
interval is 6 secs), click this icon to directly switch to next view images.

4. Snapshot: click it to capture a picture and export or print it out.
. Volume On/Off
6. PTZ: click it to unfold more PTZ controlling buttons.

(8}

A

Setup

1. Click Setup button on the right side control function bar

2. Choose different tabs to find those functions: Cam, Schedule, Account,
System, Alarm, Alarm Log, User Log, DIO, PTZ
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Cam Info.

¥ cam onron l—

Rec Mode Fet =

M. Rec Days [0
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Background Wiats =

Adprstment

Hue o 1 =
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& HTSC « PAL « Low + Mg © High - Best Sensiinity[S, Datterntiai 2 |
Aesniution Frame Rate(FPS) L motion emiarge
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| Drw aewn| Qe

Click different tab will show different setup pages. Read related
illustrations in the following chapters.

Playback

1. Click Playback button on the right side control function bar............ M

2. Choose one recording file from the popup window and open it.




Single Split View Mode

. [
2. Image as (Pic-1-8)

The function "Auto-switch" (in Chapter 5-- System Setup) can switch
channels in every 6 seconds.

Quad Splits View Mode

(LSt
2. Quad view image will be displayed on the main monitoring screen. System
auto-switches channels in every 6 seconds.

9 Splits View Mode

1. Click 9-camera view button on the right side control function bar......... @

2. 9 splits view image will be displayed on the main monitoring screen. System
auto-switches channels in every 6 seconds.

16 Splits View Mode

1. Click 16-camera view button on the right side control function bar........ @

2. 16 splits view image will be displayed on the main monitoring screen.



Full Screen Mode

1. Click Full screen button on the right side control function bar............... '@

. . - L]
2. All cameras or selected camera will be displayed as full screen.

3. Click the left or right button of mouse to go back as normal monitoring
screen.

10



| chapter 2 ||
Camera Setup

This chapter explains how to set and configure the cameras connected
to your DVR. Once you have connected the video cameras to DVR,
you need to enter the Setup Menu to configure each individual camera.
Here users can select the camera information shown on-screen, set the
background colors, adjust the lighting of each camera, set the image

format and resolution, change the image quality, frame rate, and adjust the
sensitivity of motion detection.

Please follow these steps to change settings of each camera:

1. Click the Setup icon on the main screen to enter the camera setup page.

2. Select a camera for configuring settings. Each camera can be individually
setup or copy configurations onto others.

3. Camera setup page as below:

om | st | oot | Systonn | e | st 1 | e Loy | 103 |17 |
Hebect

A1 L2 L3 L4 L8 LB T LB L9 10 LT LT LT LW L8 LR
Coaumn e

¥ cam Oniorr

Ruc Medo e =

Max, foc Days [0 2

[V Displary Staties Tout color  Plack

Dackiround White i

Hue 50 [ J

saweaton 0T T -
A

Gomtrast s P T =

L

%

lhl“ll
mage Format Rec Guality Mation Detection |
 NT3C ~ FAL o Low - Ml High .. Bost Sensiivity[5, Differentiali
Poorsciufio Frase Rate (FP3) __| mation enkarge
 MEEA o GAA & TR el i3 w3

Naming Cameras

1. If the selected camera has been set up, while having not activated, a grey
screen will still be displayed. Please check the Cam On/Off column and type
the camera's name(up to 18 digits) to initiate the camera.

2. If the camera is activated before completely setting up, a "Video Loss" image

will be displayed. It causes system resources wasting, please do not enable
the camera before finishing installation.

11



Cam Info
[V cam ontoft | Type the name
Rec Mode Rec -

Max.Rec Days [0 = Select a mode

[V Display Status Text Color Black _1|
Background ‘White = I

Setting Recording Mode

There are three options under "Rec Mode":

No Recording
Recording
Scheduled

These three types of recording modes will be activated when the alarm

starts.

Adding Text & Text Background Color

1.

Click the "Display Status" checkbox to change the text color and background
color.

. Text color: Select Black, Red, Green, Blue, White as the text color.
. Background color: Select Black, Red, Green, Blue, White as the text

background color.

Adjusting Picture Quality

Users can adjust toward:

1.

12

Hue: This is the attribute of colors that permits them to be classed as Red,
Yellow, Green, Blue, or an intermediate between any contiguous pair of
these colors.

. Saturation: This is the degree of difference from the achromatic light-source

color of the same brightness

. Brightness: This us the attribute of light-source colors by which emitted light

is ordered continuously form light to dark in correlation with its intensity

. Contrast: This is to compare with respect to differences



When changes are made the camera image is automatically updated. To
return to previous settings, click :"Default"(Default as 50)

Adjustment

Hue 50 |
Saturation 50 [N
Brightness 50 ]
Contrast 50 =1

e e e L

\\\\\\

Default

Setting Image Format

Choose Image Format and resolution:

1. NTSC: 360x240, 640x480, 720x480 Image Format

2. PAL: 396x288, 704x576, 792x576 b D sl
Resolution

w J60x240 -~ 640x480 < 720x480

Setting Recording Quality

There are four options under "Recording Quality" : Low, Medium, High
and Best. Low quality is applicable for long time recording, while Best quality
is used for applications which require better image quality.

Choose the proper quality, use the Frame Rate (fps: the number
of pictures that can be recorded per second, depending on the whole
performance of the system) to set the recording speed of each camera.

Rec Quality
w Low « Mid < High « Best
‘Frame Rate(FP3)

Y

Pic2-5: Recording quality setup



Setting Motion Detection

Up to six different Motion Detection Areas can be created within one
camera view.

1. Sensitivity: To set the sensitivity relative to the detected motion (from1-5).
The higher the value is, the more sensitive the detection will be. Thus even a
very slight stimulation could be responded to.

2. Differentia: A factor that distinguishes differences among images relating to
entity, state or class(from 1-10).

Ex. Setting differentia as 1, when the second image is different from the first one, an
alarm will be started.

3. Image Enlarge Display: Check this checkbox, camera image will be enlarged
when motion detection alarm is triggered.

4. Display Duration: The duration during image enlargement.

5. Switch Duration: More than 1 motion detection happened, set a duration for
switching next camera image.

6. Draw Area: If you want to draw a motion detection frame on the camera
images, drag a frame-sized window over the required motion detection area.
Continue to do this until all the needed frames have been drawn.

7. Stop(draw area): After you have clicked drawing area, Draw Area icon will
revert to Stop icon. If you don’t want to display the detection frames, just
click this icon to hide all the frames.

8. Clear Area: If you would like to cancel current motion detection settings, click
this icon to erase all frames on by one.

-Motion Detection-
Sensitivity[5 *, Differentia[1 =
__| motion enlarge
3 s
|1D - |1l] -

Draw ﬁrea‘ Clear Areal

Click Apply to save all configurations, click OK will go back to the main
monitoring page

14



| chapter 3 |
Scheduled Recording

This chapter explains how to schedule recording for different cameras.
Each camera can be configured to record at different time. There are four
options: Once, Daily, Weekly, Monthly. Recording under different modes will
affect the overall capacity of the hard disk of DVR.

Once the DVR us in recording mode, various scheduling times should
be set for each different video camera. Follow these instructions to configure
scheduled recording:

1. Click Setup icon on the main monitoring page
2. Click Schedule icon

c-nnucu-t|svsmn|anm|u.m|_u_||u-rwg|mo|m|
Rec Moile R Oplion

Onci _
‘jjijﬂ‘jj yowr 7 monih{ day hr. @ min
; 'sﬂ h é om o7 3[ S ;--[5 @ 3
T T T R S S O O C I
Recuc:“ [ Pec mode | From [ = S.‘-cmm
_paa |
Dal I
| ot |
(=) .
tomy |0k [ owea

3. There are 4 options for choosing:
a. Once: Provides a recording option for one specified period of time
b. Daily: Provides a recording option for

c. Weekly: Provides a recording option for Day(Sun. through Sat.) and time
for recording every week

d. Monthly: Provides a recording option that allows users to set the date and
time for recording every month.

4. After selecting recording mode and options, choose camera that is required
to be configured.

5. Click Add icon. The relative information will be shown in the schedule
recording list.

15



6. If you want to delete a particular entry, select the entry and click the Delete
icon.

7. Click Del All to delete all entries.

8. Click Apply to save all configurations, click OK will go back to the main
monitoring page.

Once Scheduling

By choosing the "Once" scheduling mode
of the DVR, users can first select the Day, Month,
Year, and then select a particular time on that date T
to record. The advantage of this operation is to set
different times for each individual camera, allowing
users to record with different cameras at various
times. This function can be used for PTZ, Dome
cameras and normal cameras

Rec Mode

i

13| 14| 15| 16

EE=E
2|2 [=]>
3|2 [~ |«
3 |3 [« |~

1. Select "Once" mode.

2. Select cameras.
3. Select the recording duration.

Rec Option

year [ month/ day hr. * min.

from [z2007 2[a 2[3° 3 --[i5 23 =
SO - o

4. Click Add icon, the newly-added scheduled recording entry will be listed.

Daily Scheduling

By choosing the Daily scheduling mode of the DVR, users can set a
particular period for recording during one day.

1. Select "Daily"

16



2. Select the serial number of the camera you want to configure. Then the
selected camera will appear in the high light mode.

3. Select the recording duration.

Rec Option
year [ month/ day hr. :  min.
from [coor [ S[ 5 --is Sfar 2
To [e007 [ 3 3 -6 [ 3

4. Click "Add" to add the schedule to the list.

Weekly Scheduling

By choosing the Weekly scheduling mode of the DVR, users can set a
particular period for recording during the week

1. Select "Weekly"
Rec Mode

17



2. Select the serial number of the camera you want to configure. Then the

selected camera will appear in the high light mode.
3. Select a Day(ex. Monday) and recording duration.

Rec Option

sun | mon |[ Tue wed | The | i

year [ month/ day hr. min.
o o735 3F % [ 3 3
To [o07 3p 3 3 --[16 3[ar 3

4. Click "Add" to add the schedule to the list.

Monthly Scheduling

By choosing the Monthly scheduling mode of the
DVR, users can set a particular period for recording
during the month.

1. Select "Monthly"

L

Monthly |

3 [ o[~
HIEILY L
3|2 [~ [«
2[5 = ]

2. Select the serial number of the camera you want to configure. Then the

selected camera will appear in the high light mode.

3. Select the Date (ex. 15th) and recording duration
Rec Option

Select the day |15 :}nl’ the month

year [ month{ day hr. *  min.



Deleting Scheduled Recording

Deleting recorded data will permanently delete all related information
form the hard disk drive, thus freeing-up disk space.

1. Select the recorded scheduled period from the list

Rec List Action
cam | Rec Mode | From | Ta | A
Cam 1 Once 03032007 15:43 030272007 16:40
Cam 2 Daily 18247 1647
Cam 3 Weakly Tuesday 15:47 Tuesday 16:47
Coum 4 Monthiy 15 15:48 15 16:48
_ou |
Del Al I
(n T
Ppply | DK Cancel

2. Click "Del" to delete the selected recording schedule.
3. Click "Del All" to delete all recording schedules.
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| chapter 4 |
Account Settings

The Account Settings area allows the administrator of the DVR to add
users to the system. There are two types of users, one is the Supervisor,
and the other one is Normal User. The Supervisor of the DVR system can
not only make use of all the functions locally and remotely, but also has the
authority to manage normal users. A Normal User does not have supervisory
rights and is limited to the certain user functionality of the DVR system.
Follow these few steps to create or configure users for the DVR system.

1. Click the "Setup" icon on the main monitoring page
2. Click "Account" tab.
m|&mmm|m|mm|mm|mo|m|

Account
= — e L]
¥ Enable ReType [ Moty
Fusthority
+ Suparviser
 Hormnal el
v Local
Rewnote _ | Paussword can be set from remute | Allow coafig from rermof
| Amow Payback | st control PTZ
Accessible Cans
v Jz da_Ja_|s_ds_|7 _|o
s _Jm_|n_Juz_Jis_fra_15_Js
hame | ypa | Emabia] ACCossitg Canks: | ou
admin Supervisor Erpable 1,2, 3, 4,5, 6,7, 8,9,10, 11,12, 13,14, 15,16
paul Suparvisns Fradile 1,7, %, 4, 5.6, 7, 0,9, 10, 11, 17, 13,14, 15, 15
jeta Monmal  Crable 1,2,3,4

3. Type in the name(up to 8 digits) of the user followed by a specified password.
4. Type in the password once again in the ReType field to reconfirm.

5. Click the checkbox next to Enable to select the user's type and authority.

6

. Select "Supervisor" to give user total control over the machine or "Normal" to
limit the user's access.

7. The "Access Permission" must be selected following the creation of each
"Normal" user.

a. Click the checkbox next to "Local" to give the user local access to the
DVR host. (Local access means users are able to access the DVR
directly.)

b. Click the checkbox next to "Remote" to give the user remote access.
(Remote access means users are able to access the DVR over the local
LAN or Internet.) Select which cameras you would like the user to access
by clicking the checkbox next to the camera number.
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c. Select "Password can be set form remote" to enable users to change their
username and password through a browser over the LAN or Internet.

d. Select "Allow config from remote" to enable users to change their system
configuration through a browser over the LAN or Internet.

e. Click "Allow Playback" to enable users to playback the recording files.
f. Click "Allow Control PTZ" to enable users to control PTZ cameras.

g. Select a checkbox to mark a given camera as available to the user being
created or modified. This function is primarily utilized to restrict a given
user’s ability to monitor specified areas.

8. Click "Add". The DVR will add the user to the list with the selected authority.

Cam | Schoue. Account | System | ranm | ann Log | user Log | 1o |1z |
Account

“"“’I Prswnm i[
¥ Enabie ReaTypa Hodify|
fusthority
- Supardisor
L~ Hormal Fecess
Local
Remote _| Password can be set from remote || asiow config from remot
Allow Playback | Alow Contral FTZ
xumm
dz _Ja_Ja_|Js_|&_|7_Jeo
J Jm_‘nle_‘uJanJls
Hawe | Typa | Ervabla| Accessile Cams P om
admin Supervisor Enabie 1,2, 3,4, 5,6, 7,0,5,10,11,12,13,14,15,16
el Supervisor Enabla 1,7, 3,4, 5,6, 7,0,9,10,11,12,13,14, 15,15
lefa Hormal  Ereable 1,2, 3,4
____________

=~ -

To Modify User Settings

1. Select the user.
2. Make the changes in the Main Account Panel
3. Click "Modify"

4. Click "Apply" to save all configurations, and then click "OK" will go back to
the main monitoring page.

To Delete Users

1. Select the user.
2. Click "Del" to delete the user.
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| chapter 5 |
System Settings

The System Settings Panel is the main window for naming and setting
basic configurations for the DVR. These very important settings make sure
that the DVR system may be correctly viewed both locally and remotely.
Incorrect system configuration may be result in the system, which could
make tech support more complex and time consuming. Follow these steps
to set up your DVR machine(s).

1. Click the "Setup" icon on the main screen
2. Click the "System" tab.

Ctnl|8cllllih|h:tmlhnlﬂmnlw|tlwlng|nl0|l’l?|
Host & Lan - 3653

Host Hame | DV 1P [152.168.3.23
Het Mask |255.255.255.0
System Cock [2007 23 33 3 [15 2[50 3[37 2 Timerone [GMT+aTaipe: 4

Printer Setup | Backup Config| Aestors Conng| WTP | Soma | Advanced | Access
| ] |
DN3 Server Crymaumic. DNS I
MAI{SMTP) Sarver | Account | Password

A LAN Dofaut Gatoway

’_
+ Diglup TEL uu.[ g | [wsconnoct
< ADSL Dialup _| iad On Boot Accomt Password

Others
[¥ Recyele Ree [V Auto Login ssdwiin _|| | cam puto Susten wgry[r-_—}sec

__| Minimize Video Size mrlllmumlmﬁ-}
[¥ Enable teinetd _[|:-:- = Kbit{Limit out banehwidth) NewHD formatlext3 /]
For Virtual mr.mﬂw.wﬂ‘ulszmtummm may need be remagped.
potdd [0 portoose w0 portsse [maz
| Rebunt ’Tﬂl'_" fays nl’_A ln_-‘min.

Apply | OK | Cancel

3. Type in a name for the DVR host (up to 32 digits) for the purpose of machine
identification when sending an email alarm.

4. Enter the DVR's IP address, subnet mask, DNS server and SMTP of Internet
field. Connecting the Internet via LAN, please check "LAN" and key in the
"Default Router" that your Administrator has assigned to you.

Note: When the system is run in a local LAN, ask your Administrator for an IP address.
Subnet Mask and preset Gateway address. The DVR does not support DHCP so you
must have a fixed IP address.

5. Setup system time: The system time is adjusted by BIOS. Please make sure
the system is correct, or it would cause the wrong recording file time.

6. Click "Apply" and "OK" to configure the settings.
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Internet Settings

It supports DDNS services for remote site users using fixed host name
to connecting with your DVR, no need to know the real IP address that you

real been assigned.
Intermet

DNS Server Dynamic DNS |

Mail(SMTP) Server | Account | Passwond |

4 LAN Default Gateway

~ Dialup TEL llnl Dialup | disconnect
~ ADSL Dialup _I Dial On Boot Account Passwornd |

1. ADSL Dial-up:

a.
b.

Check the ADSL dial-up, and enter the account and password of ADSL.
Click the "Dialup" button. IP address will be shown in this column when
connecting succeeded. (You can click "Dial On Boot")

When connection succeeded, click "Dynamic DNS" to show the DDNS
setting window (as below), and enter the account and password. (Please
enter a easy-to-memory account)

. Click "Save" to save your settings, and then click "Manual Register", if

there shows a register success message, which means the domain name
(Note) will be enabled after 3 mins.

Note: A complete domain name is "Account+.dvrsite.net"

Ex: Account name is dvr124. enter http:/dvr124.dvrsite.net to connect the DVR.

2. DNS Setup:

a.

Account: Name of domain dame. DVR will connect to database server
to check if the account exists, and then check the password. Only the
correct account and password can enable the mapping of domain name
and IP.

b. Password: The password of Account.
c. Auto register after connection: When ADSL disconnection, system will

auto redial, sometimes ISP will offer another IP. To enable this function,
system will auto update the correspondent IP when ADSL assigns anither
one.

. Manual Register: User register account and IP by himself. (Right contrary

to "Auto register after connection")

. Save: Save the settings. (Only after saving would enable all your

settings.)
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3. Modem Dial-up:

DVR users can choose modem dial-up for connecting external Network.
Windows users can also dialup (using PPP) to DVR for remote
monitoring.

a. Check the "Dialup” in the Internet field

b. Enter the "TEL No." (the phone no. of ISP), "Account" and "Password"
(your account and password from ISP)

c. Click the "Dial" button to test the dial-up procedure. If successful,
"disconnect” field will revert to the IP assigned by ISP.

d. After finished your test and idle for 30 seconds, the connection will be
hung up and the "IP" filed will revert to "disconnect" again.

Note: DVR will use modem dialup for alert email delivery, the Network connection would
be hung up by the system (idle for 30 seconds) when sending out the alert email.

Other Settings
Others
[¥ Recycle Rec [V Auto Login admin __| cam Auto Switch every'ﬂ_ %Sec
__| Minimize Video Size number P frames after | frame |23 ﬁ
[V Enable teinetd | |°° = Kbit(Limit out bandwidth) NewHD format[exts /|
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For Virtual Server, port 80,3090,9192 must be opened and may need be remapped.
portio |l]l] port9090 | 3030 port9182 (9152
_IReboot [every [ 2aays  at|o 2w 1 2min.

. Recycle Recording: When the hard disk is full, if the system has "Recycle

Rec" enabled, it will continue to record over previously recorded data, so
that the recording can continue. Click "Apply" and "OK" to activate the
configuration.

. Auto Login: To give the administrator and other users "Auto Login" status

when the system is started. Users with this status do not have to enter a
username and password every time they log in. Click "Apply" and "OK" to
activate the configuration.

. Cam Auto Switch: When the DVR is in Single Split View Mode, Quad Splits

View Mode or 9 Splits View Mode, it can auto-switch different camera views
at the select interval. Click "Apply" and "OK" to activate the configuration.

. Minimize Video Size: Minimizing the video size allows the DVR system

to save more hard disk space, but the system performance will likely be
somewhat degraded due to additional processing requirements associated
with video compression algorithms. Click "Apply" and "OK" to activate the
configuration.



5. Number P Frames after | Frame: The more the number of P frames after
each | frame, the more space will be saved on the hard disk, but the more
computation will be needed to uncompress the video for playback. Click
"Apply" and "OK" to activate the configuration.

Note: An | frame is the initial full frame of video information for any given scene, while a P
frame consists only of the incremental changed necessary to form the next frame, rather
than an entire new frame. When the P frame function is set to value higher than the
default setting, for every clip of video, less | frame are sent, so the quality of the image
will be normal, but transmission occurs more quickly and disk space is saved. Users
should set this function according to their specific requirements.

6. Enable Telnetd: To start or stop the telnetd daemon. The default setting
allow user to login DVR system form remote site using telnet utility (for
maintenance). For security consideration, user can disable this function.
Click "Apply" and "OK" to activate the configuration.

7. Limit Out Bandwidth: Users can restrict the total network outbound bandwidth
by adjusting the outbound bandwidth (64K Bit is the default setting). Click
"Apply" and "OK" to activate the configuration.

8. New HD Format: Select the suitable file system file system for your new HD.
Click "Apply" and "OK" to activate the configuration.

Note: ext3 is more stable; vfat can let HD be mounted to Windows system for playback.

9. Virtual Server Setting: If the DVR is only provided with one legal IP, and
besides the DVR host, there are also some other applications (such as
interior on-line computers of a company, the network server, the ftp server,
the email server, etc.) that should be used through Internet connections,
or there are several DVR hosts providing service outwards, then Virtual
Server should be an ideal solution. Virtual Server allows multiple applications
to share one legal IP, by assigning various application requirements
respectively to the interior virtual IP of the company. Basically, functions and
setups of Virtual Server are different depending on the machines’ types. So,
please refer to the User’s Guide for the Virtual Server you purchased. DVR
should use three TCP ports of 80, 9090 and 9192, you will need to open
these three TCP ports on Virtual Server,, or you must fill in the three TCP
ports in this item that corresponding to the three ports assigned by Virtual
Server.

Example:
a. Network Environment (please consult the Net-Supervisor of your
company):
Exterior legal IP: 211.23.141.2
Interior Network of the company: 192.168.1.xx
Interior Netmask of the company: 255.255.255.0
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Default Router IP of the company: 193.168.1.1
Interior DNS Server: 192.168.1.2
b. DVR Host Setting Mode (Virtual IP: 192.168.1.3):
IP: 192.168.1.3
Netmask: 255.255.255
DNS Server: 192.168.1.2
Default Router: 192.168.1.1
Virtual Server IP: 211.23.141.2

When the above setting is complete, if the users connect through browser
to http://211.23.141.2/, ther actually will connect the Host with the virtual
IP address http://192.168.1.3/.

10. Reboot: In order to prevent System occupied unnecessary resources,
DVR can be set as auto regular reboot to release other resources, thus to
enhance the efficiency of DVR. Please enter the interval days and time for
reboot. (Default is no reboot.)

Printer Setting

This DVR System is capable of sending static images to a printer. These
printed images may reveal more detail than can be seen clearly on the
monitor. The system supports a variety of printers; your DVR Supplier will
provide related information.

. " . " Printer Type

1. Click the "printer setup HPDedteze [5 Paper size
2. The popup window shows a Hp Desh 5506 -

. . HP Desk.Jet 550C (Color) ' |iega

list of System SUppOI't prlnter HP Desk.Jet SSUC/SEOCTEXXC senes ledger

HP Desk.Jet SE0C 1
types. HP I<.Ie l =
. HP Desk.Jet 600 (Color) /

3. Select the "Printer type", Driver Description

"Paper size", "Resolution"” and | [Priver for the HF Desklet S50C ik Jet priver- Resolution

"Color depth".
4. Click "OK" to confirm.

5. Make sure if want to print a - .
test image. Color Depth § Uniprint Mode

6. Click "Confirm" to continue
and review the resultant test

image. o T
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Back-up Setting

The DVR system can back up the system configuration files to an
external device, which will greatly aid the rebuilding of the system in the
future (should that became necessary). These backup system configuration
files may also be recopied to allow quick setup of multi-DVR systems. The
system supports a variety of user-selectable back-up devices.

1. Click "Backup Config" button

Export To:
2. Select the back-up device. A

+ USB “ Neighbor
~ FAoppy(Hon USB).. CD/DVD-RW

OK Cancel

3. Click "OK" to backup to the device.

Restoring Settings from the Back-up Device

The DVR system can restore the system configuration settings from the
back-up device.

1. Click "Restore Config" button
2. Select file from the back-up devices.
3. Click "OK to restore those configurations.

eoptional functions

NTP (Network Time Protocol)

The NTP is used to synchronize the clock of DVR to another reference
time source in the network. Users can select NTP, Wave Clock, and Rdate
to adjust the time.
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[o200N ¢ I M)

© N

TimeSyne Satup

- None
# NTP
Server | fud
fctive | NTP Sarvar | o I
1 120.250.36.3
1 203.60.1.2
1 200.19.119.69 Active I
1 142.3.100.2
i 216.244.192.3 i
1 walch.sdtime gov tw £ ml
~ WaveCock
COM PORT Hone (Press FIU 1o change the selling)
~ Rulala

Primary server Secondary Server
Sync Period Houly - Daily « Weekly 4 Monthly

Save Tine Adjust | g | cancel

. Click the "NTP" button
. Fill in the "NTP Server" and click the "Add" button to put the NTP server

into the list. DVR can have their own time server added for keeping DVR
synchronized. (Several NTP servers have been added by default)

. Active: Active the selected NTP server.

. Deactive: Not to active the selected NTP server.

. Delete: Delete the selected NTP server in the list.

. Sync Period: Click the Hourly, Daily, Weekly, or Monthly, you can have DVR

be timed every hour, day, week, or month.

. Time Adjust: manually correct the clock on NAS.
. Log: Keep track on the status of every time correction.
. Save: Save all configurations.

Note: DVR will only connect with the top one acted NTP server on the list, but if the
connection failed. DVR will connect the second one and so on.

Audio

The DVR system supports up to 8-CH audio recording which depends
on its hardware requirements. This provides audio recording and audio
playback via built-in audio device of motherboard.

1.
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. Recording Property:

. Camera select: select the
correspondent camera which
supports audio in/out.

. Select Audio Device: Select No
Recording then there will be
mute when playback.

. Quality: Select High or Low.
The better quality, the bigger
recording file size.

. Playback Property: Select Mute
mode or adjust volume when
monitoring or playback.

R R L L L S LR

Backup to NAS (Network Attached Storage)

Because the image date of the DVR are larger then text file, plenty
storage space are demanded. NAS can connect to IP network, therefore
users can backup their DVR data to NAS through Internet/LAN at anytime

and anywhere

1. Click NAS button to popup the setup window.

2. Enable: Click the Enable
checkbox to enable the NAS
feature.

. Path: Fill in the backup
pathname including the IP-Host
name of NAS and the DVR
backup folder name on NAS
(Ex. Backup stands for the host
name of NAS and nas1 is the
name of DVR backup folder.)

Note: One NAS can connect
multiple DVR hosts. in order not to
confound the back-up data, their
folders’ name should be different.

Nas Setup
I~ Enable
Path |#BACKUPMas1
User [ler
Password |“----
I OveriWrite
UpperBound  [a00 2 MB
A
LowerBound 200 MB
BackupPeriod vhour I 2 omin [s 3
3
Volume > 6B

ok | staws | cancel |

4. User: Fill in the login user account on NAS.
5. Password: Fill in the password for the corresponding user.
6. Overwrite: If you want to recycle your backup NAS storage when storage is
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full, click "Overwrite" checkbox to enable it. Once overwrite is enabled, NAS
will initiate deleting files. The deletion will be based on the free space lesser
or equal to the Lowerbound. This procedure will be continued till the free
space is more or equal to the Upperbound.

7. Backup Period: DVR will not keep archiving data to NAS, the Backup Period
is the time interval to make sure NAS synchronized with the DVR and
backup new data to NAS. (In default, the system will auto backup data every
1 minute.)

8. Volume: Volume is the total available space for your DVR backup. (NAS can
backup the data of various DVR hosts, and here we refer to the available
space of your DVR can have.)

9. Click "OK" to save the configurations.

Access Control Settings

The DVR system can be integrated with Access Control system via WE-
7020S. WE-7020S is designed for Wit-Eye series DVRs to integrated with
other devices that adopt RS-232 as the output interface (ex. POS, ATM,
Access Control System, etc.). The basic functions of WE-7020S is that it
can auto-capture the text info of RS-232 Output devices, and superimpose
them onto the correspondent DVR’s real-time monitoring images, remote
monitoring images and recording images. To change the format of text info,
to use keywords to search recording files, or enable the alarm mechanism,
users have to provide the device related information such as the devices
type, brand name, model number, user’s manuals, output data format of
RS-232, etc. Softwell will assistant users to develop their requirements
according to the information that was offered.

1. Click Access Control button.

2. Click Card Info button, the Access Control text info will be displayed on the
image if DVR has received signals from Access Control machine.

__| Transparent Background Color Embed Duration (second) |30
& Card 1 ~ Card 2 ~ Card 3 ~ Card 4

ZI£4E\E'-'.’E3E‘1 245673901 %-lfﬁ""dﬂa 133-1:6?&'3 1 Z}’ifﬁ?ﬂﬁl 2%‘13?333
CaniData

cwu|ll—’|ﬂ—“ m[a__\[n_A n_|n—3[n_-*
maﬂarh‘l|0—-‘|0—'\ mm[n_-\[n_-* mu-.|n—-‘[o_-"
m|g—_\|n—_\ :u|l]—‘\|?“

ek | ot | swve | o |



3. The first two rows of blue numbers present as digit counting. According to the
text that received to setup start field and column length of related conditions.
For example, card number: 12324444, which is starting from the 6th digit,
then key in 6 as its start field; and key in the column length as 8 according to
there are 8 digits of 12324444.

4. After setting all related start filed and column length, click the Card Info icon,
text will shows as below:

_| Trensparent Background Color Embed Duration (second) I.'Iﬂ_

A Card | ~ Card 2 w Card 3 ~ Card 4

s . 3 4 5 g
12345678501 231537%U]2345€?8€!l1:¥d453?99?l] 2345672901 23456 !-ﬁcE
CardData il‘i 0 12324444 07/09/03 0=10:31: 08 O.K...

cardia[6 [0 212324440 year[i5 2R 20T w22 200
reageria[a 2[1 20 montn 16 22 209 min. 23 2z 231

gy [ A 303 see[32 22 208

Embed text: (Neme)(Title) 12324444 07/08/03 10: 31:08 0
IPEG file: 20070903/12324444_20070903_103108. pa

[omix| et | ouvs'| o

Pic5-10; Embedded Access. Control text.info

The last two lines of the embedded text shows about ID, position and
the JPEG file’'s name. Click Save to change the configurations.
5. Click Check button to detect if WE-7020S is well connected.

6. Click Neighbor icon to setup Access Control Host, Share Name, User Name,
Password. Access Control Host can be IP address or the computer name.

Access Control Host |
Share Name ’7
Usemame ,7
Password ,—

_fowly | e |

7. Click Save to change the configurations.
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| Chapter 6 ||
Alarm Settings

The Alarm Settings are allows the administrator of the DVR to set alarms
for a number of alarm types. The most important is setting alarms for motion
detection and digital input on different cameras. Please read over this part
to understand these complex settings. Other alarms such as disk failure,
disk capacity limitation, and no camera signals. Take a look at the detailed
descriptions below to understand alarm settings.

Motion Detection on each camera can be configured under Camera
Setup (chapter 2). However, users may not be aware when motion detection
is triggered. Under "Alarms", periods of time can be set up so as to trigger
an alarm when motion is sensed. There are four areas of configuration:
Camera, Pre-alarm Recording, Enable-Trigger Period, and Alarm Triggering
Device.

m|smm|mm|mmmw|mun|nlo|m|

Din: 1 2 v3 wd o5 o6 w7 B L9 10 .11 12 13 14 15 16
Other: . Disk Full .. System Emror . Vidco Loss

Fre-Recarding |[l = Sec | AdustFrameRateTo |— = FPs

W Ensbde | ppapieTrigger Period  From [1 S he. [I = . To[23 he. [, min.

Duplicatel Duration ]3]_:‘. Sec | AdjustFrameRateTo (2 = FPS

W]lmmlmsmelmzlrmleuulmtlm] Add
ity

Press “Add” Butlon

FActions MNates | St

=

1. Click Alarm tab.

2. Set alarms for each camera, DI, or other such as disk full, disk failure, no
signal.

3. Configure pre-alarm recording period and recording speed. (Only for camera
and DI)

4. Enable Alarms:
a. Check the Enable box.
b. To configure Trigger Period, please check the Trigger Period box and
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select how long the period is. This function is used for not recording all
the time but some specific alarm situation.

c. The "Duration" is for setting the active alarm period (ex. The same kind of
alarm will be ignored during the Alarm Duration) and the recording frame
rate when alarm-received. (Which only functions when you selected the
record trigger mode) It is adjustable for each is camera and DI.

5. To apply the same configuration on other cameras, click Copy icon to copy
those settings to other cameras.

6. Select Alarm Triggered methods from the below area.

Enable Record Alarm

Recording Alarm is used for recording when alarm triggered
under no recording status, or speed up recording frame rate (Use

AdjustFrameRateTo to adjust required recording frame rate). The related
steps are as following:

1. Select alarm types of cameras, DI, Disk Full, Disk Failure, or No signal.

2. Select pre-recording period and recording speed. (Only for cameras and DI)

3. Check the enable box can make the system record all the time, or select a
specific alarm to setup a recording duration.

4. Choose Record tag
. Click "Add" button to add this configuration in the below list
6. Click "Apply" or "OK" to save the configuration.

[$)]

necnru|mmn|M1:ge|vmm|rax|Fu;il|nm|m| [ |

Press “Add” Button

= =)

........................................................................................................................ Pic6-2: Record. Alarm
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Enable Sound Alarm

Activating the Alarm Sound parameter enables sounding of the alarm at
the time of alarm condition detection. Follow the instructions below to set the
Sound Alarm.

1. Select alarm types of cameras, DI, Disk

Full, Disk Failure, or No signal. _
2. Click Enable or Enable Trigger Period . ™™
3. Click Sound tab A
4. Click Select to choose alarm sound
from the sound list window
[*AAgaqn wrav
[ox | _cmen |

Pic6-3: Select. an. alarm sound.

5. Choose a .wav file from the above window and click "OK"
6. Click Play to play the file

7. Select how many times you would like to repeat the alarm sound (up to 10
times)

8. Click "Add" button to add this configuration in the below list
9. Click "Apply" or "OK" to save the configuration.

. = = 7% _| EnableTrigger Period ~FRnT ~ _ _

Duplicate| III_'}S&: J;lﬁfmﬁmmmr——.q.——-'——_
Record Sound | Message | voice | Faxc | Ema | pout |1z | [
Izﬂ@ﬁn,wav Modify

Repeal Times F 2 Times Smll Py |

Sound Play 1 times, +1A&An.wav
Recornd Fnalile Up

Mphrl oK |1:am|
Pic6-4: Sound. Alarm
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Enable Message Alarm

The Message Alarm may show additional information at the time of
detecting the alarm condition. Follow the instruction below to set the Alarm
Message.

. Select alarm types of cameras, DI, Disk Full, Disk Failure, or No signal.
. Select Alarm Trigger Period

. Click Message tab

. Click "Add" and the window below will show "Message"

. Click "Apply" or "OK" to save the configuration.

a b WON -

Note: Once this function is enabled and users have enable Motion Detection on that
particular camera, a pop-up screen will appear (as below) to warn users that the DVR has
detected motion

— = =% | EnableTriger Perfod “FfnT ~ o _ _
Duplicate| Duration [30 < Sec an.ﬁtFanmmnr__......_———"—
Record | Sound [Message]| voice | Fax | EMail | Dout [ P72 add
Molify
Press "Add" Button
actions Holes B oo |
Message =
Down

o | o e
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Enable Voice Alarm

The Voice Alarm setting will provide a voice warning message to users
at the time of detecting the alarm condition. Follow the instructions below to
set the Voice Alarm.

1.
2.
3.
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Select alarm types of cameras, DI, Disk Full, Disk Failure, or No signal.
Select Alarm Trigger Period

Click Voice tab and type in the "Telephone Number"; specify the area code if
it is a long distance call, and if an extension number is required, please add
".,," followed by the extension number.(Up to 14 digits)

. "Delay" seconds means how many seconds you'd like to delay before the

Voice Alarm is activated. A period of 1 to 10 seconds may be set.

. "Repeat Times" is used to set the number of times you'd like to trigger the

alarm; 1 to 10 times can be set.

. Click "Add" button to add this configuration in the below list
. Click "Apply" or "OK" to save the configuration.

B T T

*| Duplicate] Durstion [30 3 Sec  JMyme - _ _ _ _ _ _ _ _ _ __-~- -

Record | Sound | Message Vudulrnx|Euail|um|Flz| |_aaa |
TEL Ho. [BE601023,, 604 Motlify
Delay[2 = Sec Repeat Times [1 = Times

Down

ESl S

Pic6-6;.Voice Alarm



Enable Fax Alarm

The Fax Alarm allows a fax warning message to be sent while it is
detecting an alarm event. Follow the instructions below to set the Fax Alarm.

1. Select alarm types of cameras, DI, Disk Full, Disk Failure, or No signal.
2. Select Alarm Trigger Period.
3. Click Fax tab.
4. Enter the fax number. (Add the area code when it is a long distance call)
5. Choose from the "Send" drop-down list how many pictures to be sent.(1-30
pictures)
6. Click "Add" button to add this configuration in the below list.
7. Click "Apply" or "OK" to save the configuration.
e s -~ .
ﬂl Duration {30~ Sex _| A ez — m—m——— ===
Record | Sound | Message | voice an'Euu|Dun|m|
Fax o, [B6601312 Modify
send [z = Pictures

o |

FAX Nn: ARRN1312, Fax 2 pictures
Viice Phonetio: 86601023,,,604, Delay 2 secs, Repeat 1 times up
Dovm

Paplyl 0K |Can|:e|

............................................................................................................................. Pic6-7:.Fax.Alarm
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Enable Email Alar

The email Alarm can email a warning message while it is detecting an
alarm event. Follow the instructions below to set the Email Alarm.

. Select alarm types of cameras, DI, Disk Full, Disk Failure, or No signal.
. Select Alarm Trigger Period.

. Click Email tab.

. Enter the Email Address.

. Enter the Title.

. Adjust the "Send" parameter as desired to specify the number of seconds of
video you'd like to send by email.(1~5 seconds)

7. Click "Attach playback program" for attaching the playback program(1.78MB)
in the email. It is for users to playback the recording video when there is no
playback program.

8. Click "Add" button to add this configuration in the below list.

9. Click "Apply" or "OK" to save the configuration.

D 0 ODN -

_ - = = _JEnbleTrigier PO ~ure.~ _

Duplicate Duration [30 3 Szav:I A~ _ _ _ _ _ _ __-=" il
Reor o ossae Ve |5 e out 2 Lo |
EMail  [webmaster@softwell.com.tw Motlify|
cc  [manetngGsortwen.com.tw
Send |2_-‘_, sacs video Subject | Disk Full

[V attach playback program

EMai Receipt: webmaster@softwell.com.tw, Send 2 secs oli
FAX FAX Ho: BEEN1 2, Fax 2 piclures Up
Voice ProneNo: B6601023,,,604, Delay 2 secs, Repeat 1 times Down

m' 0K |Canm|

Pic6-8: Email Alarm
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Enable Digital Output Alarm

The Digital Output Alarm can activate the digital output devices while it

is detecting an alarm event. Follow the instructions below to set the Digital
Output Alarm.

1.
. Select Alarm Trigger Period.

. Click Dout tab.

. Select a Dout and enable it.

. Select the "Delay" time. (0~999 seconds.)

. Under the "Duration" there are settings of 0 to 999 seconds to choose from.

o 0o~ WN

© N

Select alarm types of cameras, DI, Disk Full, Disk Failure, or No signal.

A setting of 0 seconds means permanent triggering.

. Click "Add" button to add this configuration in the below list.
. Click "Apply" or "OK" to save the configuration.

. = —=% | EnableTngger Period “HRun ~ o _

Duplicale puration [30 3 Sec  _| AdjustFrameRam = ===
Recard | Sound | Message | Voice | FaX | Enai uwt|r-17| |
Description: (EnableDisable) (Delay Trigger) (Active Duration ) Moify
1 Jio i|m %/ 5w [0 ill] E a [ ‘I_}\IIIJ :"::la 10 [0 E

- =Y
2 i -{|1l] 7 G 10 -{10 _".: 0 10 : 10 114 LU L] :

a &
3 [0 <|m 27 Jio / 10 <|| 10 ; 10 7 15 [0 [0 ;

A - - - Y -
4 |10 /|1l] 7 a 10 + 10 7 12 Jin = 10 £ 16 10 10 =)

Actions Hotes S pel
FMail i com.tw, Send ? sers oip Up
FAx FAX Ho: B6601312, Fax 2 piclures Down
voice Phionetio: S56U10Z3,,,604, Delay 2 secs, Hepeat 1 tmes

m' 0K |Canu|

............................................................................................................. Pic6:9:.Dout. Alarm

Users can also modify alarm actions by selecting an Action and change
its setting, then click "Modify" to configure it. To delete an alarm action, just
choose an Action and then click "Del" button to delete it.
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| chapter 7 |
Alarm Log

With the DVR system, the camera frames will keep flushing in red and
sending out the alarm when alarm event happens.

The Alarm Log provides the administrator of the DVR with a detailed
log of the alarm incident, including the reason for the alarm (which camera
sent out what kinds of alarm), the time the alarm was triggered and the

description of the alarm triggering event. Thus users can handle the entire
alarm status conveniently.

Cam | Schedule | Account | System | Alarm [[atam Log] Juser Log | D10 | PT2 |
e S s A I N
meotoss | || | (|1 I LLI1L1| P32l 2 p2p s
System Emor _ | [Disk Faikwn _ [RAID Fail _|No Rec _ [Size Changed _ [UPS Fail
_|pootup __|shwtdowm _|pisk Fun _|confiy changed
T o ]
Reason | Tager Time | Lengtn | Description | L]
Dal Al

————————————— Export]

~ -
S~ - - =

Search Alarm Logs

Users can search alarm logs by different conditions, such as cameras,
digital inputs, date/time, video loss, disk failure, RAID fall, no recording,
size changed, UPS fall, system reboot, shutdown, disk full, configuration
changed. Click the condition box and click Search icon, the results of alarm
logs will be listed

cam | Schedule | Account | System | Aiann Alamm Log | user Log | D10 |PTz |
cam: v FWFNFFFFFFFF FVFF — o a a
o i O O
o Lussfe - WV MV FVFV FV [ JW .’|1_ |1_ IU_ F
System Cror | [Disk Failure _[RAID Foll _[to flec  _[Size Changed __[UPS Tai

=)
b

__|Bootup _|stwtdown __|iske Fun __|eonfig changed
1- 10011124 1 100 _|[3earch] < | =
Reison I Trigger Tane | Length | Descriplion 15 _Del ]
Cam 5 VideoMotion 2007412709 01:57:19 00:33:52 ]
Cam € VideoMotion 20071209 01:57:36 01:03:05 Dol Fl

Cam 5 VideoMoton ZOUFNZU 0235102 DZrss
Cam 5 VideoMotion 200701208 02:53:26 00:16:29
Cam & VideoMotion 200712709 03:00:41 001517
(‘;nnj Vigaghatica, - 220702 MA 0316119 00:03:05
-

= o~ una

=~ -



For easily searching alarm logs, the DVR system makes every 100
alarm logs in one page. Users can click forward/backward icon to view the
logs, or directly type in the page number to search the alarm log.

Delete One Alarm Log

1. Select an alarm log.

2. Click "Del"

3. A popup window will confirm if it is ready to delete or not.
4. Click "Apply" to save the configuratio

Delete All Alarm Logs

1. Click "Delete All"
2. A popup window will confirm if it is ready to delete all or not.
3. Click "Apply" to save the configuration.

Export Alarm Logs

1. Select an alarm log

2. Click "Export"

3. Select a device to export

4. Click "OK" to export the alarm log
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User Log

The User Log provides the administrator of the DVR to monitor all users
that have accessed the DVR. This database tells the administrator whether
the users accessed the system locally or remotely, how long the users were
logged on, and what their IP addresses were. This is only be deleted, or else
the entire log file can be deleted. Followed these few steps to delete files:

cam | Schedule | Account | System | Alanm | Alam Lngl pio |1z |

Home| Source|  LogmTime | Logout Time | Remark

admin Remote 20070903 16:02:59 telnet from 192.168.3.67
arlmin Remote 200709703 16:00:36 zunnnm 160216 telnet from 192,166,367
admin Remote Z0DFA903 15:35:54 telnet from 192.160.3.49
admin Hemote ZODFAUGZ4 160442 ZUIJ!WC-‘ 165358 telnet from 192.168.3.66
admin Remote 2 415:49:19 2 416:00:20 192.160.3.04

admin Remote Z007/08/24 15:09:00 200708724 15:09:37 telnet from 192.166.3.86
admin Remote 20070624 135507 200706724 140353 teinet irom 192.166.3.686
admin Remote 2007/08/23 16:06:10 200708723 16:06:53 telnet from 192.166.3.34
admin Remwle 200708/23 13:40:00 20070623 13:51:37 192.166.3.43

admin Remote 3 09:49:37 3 10:30:11 telnet from 192.166.3.66
admin Remote 2007/08/22 14:31:56 2007/06/22 16:2101 telnet from 192.166.3.686
ardmin Remote 2007/08/22 10:20:45 20070622 16:1109 telnet from 192.166.3.41
admin Remote 20070822 10:41:51 Z00TMGZZ 10:4200 telnet Trom 192.166.3.66
admin Remote Z007/00/21 14:06:46 200700721 18:4522 telnet from 132.160.3.26
admin Remote 200700721 11:37:00 20070021 100957 talnet from 192.160.3.06
admin Remote Z00D7/00/21 13:52:01 2007/00/21 16:50:06 telnet from 132.160.3.06
admin Hemote ZUDAUGART 16398 Z00AAGET 16116534 teinet trom 19£.7166.3.47
admin Remote 2 1 13:53:50 2 1 142606 192.168.3.36

admin Remote Z007/08/21 13:54:22 2007/08/21 14:06:37 192.168.3.237

admin Remote 2 1 13:50:29 2 1 140030 192.168.3.43

admin Remote 200706721 11:25:53 200706721 11:26:01 telnet from 192.166.3.26
atmin Remote 200708/21 10:56:20 20070621 10:57:49 telnet from 192.166.3.66
amin Hemﬂw 2007108721 10:54:50 Z007/06/21 10:55:11 lemel. lmm 192.168.3.66

| Chapter 8 |

e
gt

Paplyl 0K |Can|:e|

Delete One Log
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1. Click the "User Log" tab.
2. Select the file you which you want to delete.
3. Click "Del" icon.

4. A popup window will ask if it is ready to delete or not.

5. Click "Apply" to save the configuration.



Delete All Logs

1. Click "Del All"

2. A popup window will ask if it is ready to delete or not.

3. Click "Apply" to save the configuration.

Export User Logs

1. Select a login log

2. Click "Export"

3. Select a device to export

4. Click "OK" to export the alarm log
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| chapter 9 ||
Digital In/Out

About Hardware related GPIO settings, please read the H/W Installation
Guide. The settings of software Din/Dout are as following:

Cam | Schedule | Account | System | Alarm | Atarm Lng|l.lmanqPTZ|

D:NO 4 [0 & A o & | A [y = I A q3lp 2 I_.\
1:“‘]0 delay |0 t,&ll delay |0 /-!!ll delay |0 J,1.ill delay |U -

=

oo 2 aelay [0 3 140 2 delayo S
302 delay 0 = 702 delayo 5 1o 2 aeay[o 3 150 2 delay[o S

r [0 = A r a =
402 deray o 2| 8[0 2 delay[o 5 120 2 detay [0 5 160 2 cetay [0 3

2[0 2 detayfo 2 60 2 delayfo 3

fpply 0K | Cancel

Input Settings

Depending on their attributes, the sensors can be set to Normal
Open (NO) or Normal Closed (NC) according to the users' application
requirements.

Please ser the Normal Open or Normal Closed value for each DI,
according to the type of connected sensor, using the following screen, and
also select the appropriate Delay time (the DVR system alarm delay interval)
for each connected sensor.
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Output Settings

User can specify the connection point number and also select a closed
or opened condition under the "Manual Dout Control", in order to test the
functionality of any given connected alarm device.
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[chapter 10]
PTZ (Pan Tilt Zoom)

PTZ (Pan Tilt Zoom) provides the administrator of the DVR with the
ability to configure and monitor all PTZ cameras that are connected to the
DVR. The DVR be configured with multiple PTZ cameras. Currently, the
system supports the following PTZ models:

. Lilin Protocol: PIH-7000, PIH-7600, PIH-7625

. Vido Protocol: CD-55

. Pelco Protocol: Pelco-D and Pelco-P (Pelco Spectra Il series)
. SAE Protocol: CD-55H, CD-56, CD-65

. Panasonic Protocol: only support for WV-CS850, WV-CS854 (Traditional
Protocol)

6. Dynacolor Protocol: D7722, D77HO

7. MD-Nicecam: MP1000, MD1800

8. Katatel-312 Protocol

Users should contact their dealer for information regarding which PTZ

cameras they can provide at present. This chapter shows users how to
configure a PTZ camera that is compatible with the DVR.

a b~ WON =

Users can view the PTZ camera’s image in the left side of this page,
and configure it at the same time. Please select the PTZ camera first. (This
setting page will be a little different according to the different PTZ. Here we
take "Wit-Eye" for demonstration.)

o | ettt | Account | Systomn | st | Log | user Log | 10 [F12]]
sedect camers

o1 2 .3 .4 .5 6B T 8 .9 10 .11 12 .13 .14 .15 .18

PRESET SETUP

i Fun Sequence
PRESET [} =
see0 A PAN GROUP
TIME g2 il
i Groupz
ame | i Groap3
CLEAK ONE PRESED | | Groupd.
CLCAR ALL PRESCT | ST Gmup!
PAN SCAN
AUTOD PAN
L DOME FOCUS )
[rteve Al e [ ) g wro | SET START |
I
SET END
[1z00 | b ZoOM M—I
o o - L il
&
— m =g elE o
SET SPEED




PTZ Types

1. Select the brand name of PTZ.
2. Select the Baud rate.

3. The PTZ camera ID number may differ from the number shown on the
screen; should this occur, please set the camera number to be the same as
the PTZ ID to enable the user to control PTZ camera.

TYPE
Note: If the PTZ device Baud rate setting |‘Mt eye _fl
does not match the corresponding Baud rate T
setting of the DVR, then the device will most e
likely not function correctly. |1 200 _/l
PTZ ID

[ 2

Adjusting Direction of PTZ

1. Select the level (0-7) to set the speed of |DOME

PTZ when moving its direction. LEVEL |1 §
2. Click the arrow icons to control PTZ’s
direction. A ZOOM

3. Click _—}-_l to zoom in, and click | s Ito u.ﬂ.._,ﬁ,
zoom out. A .._—...I d‘.l

Adjusting Focus of PTZ

Use kial to focus-in, | & | to focus- FOCUS
out, and AUTOl to have the camera ;E.;l "] | AUTOl

automatically adjusted.



Adjusting Iris of PTZ

Use | © |to make the iris smaller, or use
.O.I to make the iris bigger.

Note: Some of the PTZs setup as Auto by default. It

s iris can't be adjusted manually. Please refer to the
PTZ product document for the details.

Preset Setup

IRIS

(IR

The preset is for users easily check some particular monitor positions.
The DVR provides users with 128 preset positional orientation points for
each connected PTZ device. For each preset point, users can adjust the

speed and duration interval for the camera.

1. Specify the preset point number (from 0 to
128): 0 means NULL, NO MOTION.

2. Set the speed of the PTZ camera adjust (from
0-7)

3. Specify the "Time" within the preset point
field (0-255) to make adjustments to preset
duration.

4. Once complete, click the Save button to
change the settings.

Note: After the presets are setup, users can type
the preset number in the field to monitor which
image. Or click CLEAR ONE PRESET/CLEAR
ALL PRESET to delete the presets.
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PRESET |1_ S

SPEED o 2

TIME o 2
SAVE |

CLEAR ONE PRESET |

CLEAR ALL PRESET |




Grouping Presets

The remaining presets are only used to view
pictures in particular directions more conveniently.

The main purpose of Group presets is to allow
the user to Auto Pan to specific preset points.

When the presets are complete, follow
these instructions to Auto Pan the PTZ cameras
according to the presets in the groups:

1. Create all the presets in the groups.

2. Choose the number of the group(such as Group
1, Group 2, etc.) under the Pan Group Number.

3. Click "Set Group"

4. Click "Run Sequence", then the PTZ cameras

will begin to Auto Pan according to the presets
in the group.

PAN SCAN

_| Run Sequence

PAN GROUP
_| Group1
_| Group2
_| Group3
_| Group4

SET GROUP

This DVR system allows the user to set up the PTZ camera to scan from

the SET START to SET END

1. AUTO PAN: allows the PTZ camera to move
horizontally from the set start and set end.

2. SET START: this parameter is used to set
current preset point as the SET START.

3. SET END: this parameter is used to set the
current preset point as the SET END.

4. Scan Speed: used to select the speed (0-255)
for PTZ camera AUTO PAN. After finishing

the selection of this setting, please click "SET
SPEED" to save the setting.

PAN SCAN
_|AUTO PAN

SET START

SET END
Scan Speed

|g__-‘.\

SET SPEED |

Pic10-8: Pan.Scan
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| chapter 11]
Playback

One of the most important features of any Digital Video Recorder is
playback. Playback allows users to view recorded data, as the system
is recording or as users view love data remotely. The features within
"Playback" are: Blur, Snapshot, Export, Tag, File, Alarm, Fast Forward, Slow
Motion, Skip & Rewind. All of these features are covered later in this chapter.
Let’s first take a look at how we can review playback.

1. Click the "Playback" icon
2. A pop-up window shows like below:

Select Recording Files Window lllustration

A. Calendar: Click the "Calendar" button to select the date of the file.
B. Time Search: Click the time search button to select the time of the file.
C. Cam: Select cameras. Tick in the box of cameras.

All: Click "All" to select all cameras.

Reset: Click "Reset" to reset the selected cameras.

D. OtherPath: Click "OtherPath" button to choose other recording files from
USB/Floppy/Network Neighbor/CD-ROM for playback.

E. Backup: Click this button to backup the recording files to other path.(Note:
Press <shift> and click mouse’s left button at the same time can choose
multiple files.)
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f. Search: Click " Search" button to search files according to the selected date,
time, and cameras.

g. List: Click "List" button to list all recording files.

h Open: After choosing a file and click "Open" button to open the selected
recording file.

i Cancel: Cancel all directions.

lllustration of the Bottom Toolbar

The Bottom Toolbar appears only when you click the playback icon.

Before a recorded file is selected, the bottom toolbar will be hidden. Once a
recorded file is selected, the toolbar icons will appear.

The icons' illustration is from left to right.

:ﬁ Click the icon to exit playback.

L%ll(Option) If there is a function of Audio Out, click this icon to turn the

volume on or off.

E (Option) If there is a function of Multiple Playback in your DVR, click

this icon to enter the Multiple Playback Page.

-] (Option) If there is a function of NAS in your DVR, click this icon to

enter the video file page to select and playback files in NAS by date, time
and camera.

é (Option) To check the watermark of the picture

=,
jzll;l Click the directional icons to move the playback images up, down left
or right.

‘ Click this icon to remove blur, to sharpen or define the image.

J Click this icon to blur the image.

ﬁa Click this icon to snapshot of the current video file, and export or print

out this picture.’
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H_:ﬂ Click this icon to save an image to disk.

’&3— Click this icon to tag an important section of the recorded file. Once the

file is tagged, you can go directly back to the relevant place when you open
this tag to review this file.

I Fu\ Click this icon to enter the recorded database window, you can list the

recorded files by date, time, or camera, you can list all recorded files, and
then select the file to play.

Click this icon to open an alarm recording file.

| . | Click this icon to review the previous file.

Click this icon to rewind play.

11 Click this icon to pause play, repeat click this will play the image frame

by frame.

Click this icon to play the file.

Click this icon to slow forward the file: press once to go forward at 1/2

speed, 1/4, 1/6, and so on.

Click this icon to fast forward the file: press once to go forward at 1x

speed, 2x., 4x, 6x, 8x, 10x.

| | Click this icon to skip to the next file.
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Viewing Playback by Camera
1. Select a date and time from From [8/3/2007 Calendar /{00:00 [=1]

the calendar. To (97312007 Calendar /lw:ns = |

Cam
2. Select a camera. RiR2Waw4 Wsmem7Wo =

3. Click Search button to list
svic W11 [vi1z W13V1aW15V 16
the files that consist with the B i
conditions of selected date/ OtherPath |Backurt| Search! List | Open |le=el|

time/camera; Click List button
can list all recording files.

Time | Length | Description ||
200712721 05:50:33 00:00:33
2007112721 05:50:33 00:00:33
2007112721 05:50:33 00:00:33
2007112721 05:50:33 00:00:33
2007112721 05:50:33 00:00:33
2007112721 05:50:33 00:00:33
200712721 05:50:33 00:00:33
1 _ _20n70251 05:50:33 00:00:33

Sh-vec - [ !

kau\ﬂﬂﬁg

4. Select a file from below column.

5. Click twice on the file with the left button of mouse, or click Open button to
open the selected file.

6. Use the bottom toolbar to function the selected recording file.
7. Click twice on the image with the left button of mouse will enlarge the image.

Alarm-Recorded Playback

1. Click the Alarm icon on the Playback page.
2. All alarm-recorded files will be listed in the pop-up window.

e Export| Open | Canca
Caum | Time | Length | Description 15
20071 00:33:52 Cam 5 VideoMotion J
200771 01:03:05 Cam & VideoMotion
200771 00:27:57 Cam § VideoMotion
200771 00:16:29 Cam § VidvoMotion
20070 00157 Cam 6 VideoMotion
20077 000305 Cam 5 VideoMotion
20071 00203:05 Cam 6 VideoMotion
20071 00:00:30 Cam & VideoMotion
20071 00:59:21 Cam 5 VideoMotion
20070 01:00:44 Cam 6 VideoMotion
200751 11710 Camn § VideoMotion
200751 01:15:27 Cam 6 VideoMotion
B007A 00:=54:54 Cam 5 VideoMotion
20071 00:54:47 Cam 6 VideoMotion
20077 01:00:13 Cam 6 VideoMotion
TN ANEA-5T Cam S Vidnbintion ¥ |

flronnosonnaunnann

| O I A
Aj|,—‘a|,—'.\[u—A[n—A

o e e o

t-trirzai [0 | search| << | o |




3. Click twice on the file with the left button of mouse, or click Open button to

open the selected file.

4. Click Export to export the selected alarm recording file to other devices.

5. Users can also search a special alarm recording file by cameras and
date/time. After selecting cameras and date/time, click Search icon to list
recording files within the search conditions.

Tag-Recorded Playback

Before using this function, users have to add tags on files first. To add
tags on file, please follow the steps:

1. Playing a recording file, click
Tag button on where you want to
mark.

2. Enter a name of the tag, click
Add button to add this tag file
into the database.

W Hame [tag0l

oer|

—I Frox |I|'.i:'.|.'2(|(|.f Calendar /J00:00

=l
=l
cam

1 _dz_laFa _|5_|s _J7 _Js _M I
_da_ho_{_he _ph3_ha_hs_hs wl

S

To [332007 calendar /J16:23

tagol 3

Time |
Z00TNZRN 05:50:33

.- - -

=~ -
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3. Itis listed the tag-recorded file thereafter in database.

After building up tags into the database, users can search recording files by tag

name.

1. Click the Tag icon on the
Playback page.

2. Enter the tag name and click
Insert button, open a recording
file from the list.

1 hame [tag03 M
e m (9372007 Calendar /Joo:00 ISt
To 9372007 calendar /[16:25 (=]
Cam
ViVeW3WaWswew7[wes _A |
W afFwoFn iz MisfaEisiie w'
Export| Search| Open| ouetfl Cancel
Na'ns] caml Time ] Description ] &
tagll 7 2007112721 05:50:33
Gl E 2007712721 05:50:49
agll 8 200712121
tagll 3 2007712721 05:50:33
tagil 3 2007N12121 05:50:33
tagll 3 2007712721 05:50:33

- ST IR
-
S~ - -

3. Then a mark will appear at the left bottom of the tagged screen.



(Option)For Users of WE-7020S (Integrated with Access Control/POS/ATM/
Others) Searching the Recording Files

1. Click the Tag icon on the Playback page.

2. Enter the keyword, such as Clerk name, ID card number (for Access
Control), or Product name (for POS), etc. (Note: A capital letter and a small
letter are distinguished.)

3. Click Insert button to list related recording files.
4. Select one file and open it.

Exporting an Image

1. Click Export icon to pop-up the export
window.
- A A
2. Select the export duration. P 2nefl Jmnfo 2sec.
+ DVR
_| Export Playback Program

Maximum duration is 0:00:33

A HTML+JPEG

Press "Next" to Export

Next | Cant:ell

3. Select exporting of DVR or HTML+JPG. (Select " Export Playback Program"
is for users who have no playback program from remote site, the program is
about 1.7MB.)

4. Click Next button to select where to export files.

5. Click OK button to start exporting. (System will auto-stop the export when
there is no enough space and show a note message)

Smoothing or Sharpening an Image

The smoothness and sharpness of an image can be adjusted in the
DVR. When an image is unclear or if it is important to clarify the image, you
can use one of these functions.

1. Open and playback a recording file.
2. Click|  to blur the image.

3. Click| A  to sharpen the image.
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Moving Playback Frames

While viewing several playback screens, the entire screen or background
screen may be shut out. The directional icons can be used to move each
playback video to different parts of the screen. Click on the separate
directions to position your video to the desired location.

Snapshot an Image for Exporting and Printing Out

1. Open and playback a recording file.
2. Click the Snapshot icon.jﬂ

3. Click «= can print this image out. There willbe a | ! 'Pr‘irlt Ok!
note message to inform the print status.

4. Click & can export the image to other devices. Select a device and click

OK to start exporting.

Multi-Playback

1. Click multi-playback icon




2. Click | =) to select the playback clips according to cameras and date/
time.

3. Click the quad splits, 9 splits, or 16 splits synchronous multi-playback
respectively.

4. Click OK and then click the Play m
icon to playback.

5. You can use [zl nour |l =) min |

Hour and Minute to change the start
playback time.

Check Watermark

All pictures that are exported from the DVR system will be embedded
watermarks for preventing pictures’ falsification. The system can analyze if
the picture is the original one, or the falsified part will be circled.

1 Click the check watermark icon

2. Click Select to choose a
picture file.

3. Then the system would
examine the picture and
circle in blue frame if it is
falsified.

Wakermark: 100.0% comrect Watermark: 99.8% correct

Enclosed is possible tampmd area
Esit | Select File | : A
Pic11:10A: Non-falsified picture ... Pic11-1.0B: Falsified picturel

57



| chapter 12|
Remote Surveillance

Wit-Eye DVR allows users to monitor and playback DVR from remote
site, and full functions as the host site. Once you have set up the local LAN
and Internet functionality from the System Window, you are able to easily
and conveniently operate your DVR remotely.

1. Open an IE browser and type in the IP address of the DVR.

(To find your DVR IP address, users can search from the host DVR ->
System settings -> Host & LAN -> IP)

2. Image after connecting:

Remote Suryeillance System

3. Please enter the default account name and password:
Name: admin
Password: admin

4. Click Login to enter the remote surveillance page

Note: Idle over than 10 minutes. system will automatically log user out.

First time entering the remote surveillance system, it will ask users
download ActiveX. Please follow the next steps to install ActiveX.

The Google toolbar may auto-block the ActiveX downloading. Users can
allow temporary popups or close the popup blocker.
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4. main functions of remote surveillance are: Monitor, Playback, Setup, Logout.
Following are more detail illustration about those functions.

Monitor (System default page)

1. Real-time monitor: Click the button on left side Monitor can open a window to
monitor all selected cameras(system default cameras are all). Click Clean All
can clear selections, or click Select All to choose all cameras.

A. Enlarge image: users can choose one camera image and click twice with
left button of mouse on it, the camera image will be enlarged.

B. System default speed as below:

Displayed cam Display speed(FPS)
9-16 2
5-8 4
1-4 8

C. Adjust camera speed: click to adjust display speed (0-30FPS).

D. Export or Print out a picture: choose an image with mouse, and then click
this button to export or print out the image.

Export || Bandwidth
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E. Display bandwidth: click this button to display bandwidth, click it again will
hide the information.

F. Minimize the real-time monitoring window: click this icon can minimize
the window, click it again will restore the window.

Minimize [ @ Display status

G. Display DVR status and control PTZ: click this button and displayed
image as below:

*

Ls PTZ Preset
Record/Alarm

HD status

2. Other Functions: Selecting image qualities. Click Refresh can update all
images to the latest.

Remote Playback

1. Click Playback button and its window is as below:
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rxX&S« T I OmMmMmOO o>

Playback

Cray )
(Raverse )

Playback Functions Description:

. Play: play the selected file.

. Reverse: rewind the recording file

. Last section: skip to the last section

. Next section: skip to the next section
. Choose file: select a file to display

Alarm: select alarm recording files

. Tag: select tagged files
. Snapshot: capture a picture to export or print it out

Export: export a video clip to other devices
Add tags: mark a tag on file for easy search

. NAS: select a backup file from NAS and playback it
. Speed: select speed of playing files

M. Resolution: select the size of playback screen

2. Playback by Files: select recording files of particular cameras and time

A
B.

C

Select Date/Time

Select cameras: select cameras. Users can click select all to choose all
cameras, or click clear all to give up the selection.

. Search recording files: after setting the cameras and date/time, click

search button and then files will be showed in the column.

. List all recording files: click list button can list all recording files in the
column.
. Open recording files: select a file in the column and then click twice with

right button of the mouse on it, or click open button to open the recording
file.
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F.

Adjust resolution: after opening a recording file, users can adjust its
window size by adjust the resolution.

Select File

melmﬁv ﬂmihﬂbn 00 ~ Hour ﬂh\nuh m&wd

o [oor <™ [oa <Mt <[P i St [ e [ o]eeeee

r Wz rar4rs wsrzrea
Frs roermrRr2rerisrs -

Search I List

Camars O Shark Time Total Tevm Labal =
Camarsz 20 135247 001928 L)
Camarsé 007 /08" 13ATA40 002435

1

1 132553 002655

1 132046  O02655
Camera? 007 /08731 126900 002684

1

1

1

Camarst 120018 Q02643
Camera? WTA0EA1 119827 OOEES4
Camerss WT/OR/I 119335 D06
Camersd 0708/ 119134 DD2EST
Camersf 0T/08/31 11063 002685
Camersi  2007/08/31 104440 002655

Pic12-5: Search Files

3. Playback by Alarm: select alarm recording files to playback

A
B.

Click the alarm button to popup the alarm window

Open an alarm recording file: select one recording file in the column, click
open button to open it.

. Delete an alarm recording file: select one recording file in the column,

click delete button to delete it.

. Close the alarm files window: click close button

i =

Alarm

[2007707731 165330 Caml VideoMotion
2007/07/31 17:03:29 Caml VideoMotion
2007/07/31 17:06:06 Cam2 VideoMotion
2007/07/31 17:08:34 Cam3 VideoMotion

1-4/4 1 Goto

<L >z Open




4. Snapshot: capture a picture to save or print it out.
A. Click the snap button to popup the snapshot window.
B. Select required resolution of the picture.

C. Save the picture: click the right button of mouse on the picture, choose
save as to the required destination.

D. Print out the picture: click print button, choose the printer and click print
button to print it out.

| &7 htpeingz 160 3 Zovegr-bo iat < g 7picpath-C:AD: and SettageienaylLocal Se - Micromft lnteraet Exp.. - | [

[Cameral2[200TAEAE] 14:19:54. 1

5. Export recording clips: export the clips to other devices.
A. Click the export button to popup the export window.
B. Choose exporting duration. (Select export with playback program or not)

|@mmn.lm315- Export Option - Microsoft I..[~ | 7

@ Video O Video File Ligt O Tag List

-————-

SN _— - -

Video File List is the text info of all recording file.
Tag List is the text info of all tagged recording files.

C. After all exporting settings, click Export button to export the recording clip, or
click Close to cancel the export.
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Export
Export Tina Ranes

Please salect an e3port bime raspe’

Madewen Time O Hour 14 Minute 38 Second

0 | Hoer |1 =] meeuts [0 v gecms
[ Export with Playback program
" Mpsgd  MUFEG

Expart

cloe |

D. Please enter the file’s name of the exporting clip, and then click Save

buttonto s

ave the file into related devices.

6. Using Add Tag function: users can add tags on images which are considered
important, and search tags to find those images.
A. Add Tags: select one special image, and then click Tagged button.

-

Tag Name
Addtag Add | I
_ o |
Tagl

B. Enter the tag’s name and click OK button to mark tag on it.

C. Search tag files: after adding tags on images, click Tag Log button to
open the tag files’ window, all tag files will be listed.

£ Select File B= =
T
From| T T 7] Moat] SJow | ZJHe | —Juanate | Tjseccad

N s | U e o T Ll e o C s

F1 F2 F3 Fd4 FS FE RF7T P8 O

3 F1O F11 F12 F13 FI4 F1I5 FIiB -

e

Tost
20070831 141954

I Tarime |

T Tt

Garrral Tach

Open




D. Watch tag files: select a tag file and click open button.

E.

Delete tag files: select a tag file and click delete button.

7. Playback from NAS: this function is optional

A
B.

Click NAS button to open the NAS files.
Function it the same with Playback by Files.

Remote Setup

Functions for remote setup are basically the same as local site. Click the
Setup button on upper function bar and setup all DVR configurations.

1. Camera Setup(the default image):

® MmO

T — B
Remote Suryeillanee System  Moniter, | Playback, Setup Logout
M“ *t

b.l.‘....

A e 4y + — e el

nﬂp-ﬂ Bt

. Select camera that is required to be configure.
. Check camera on and enter the name of it.
. Display status: check this column to show the recording status and other

text info on images.

. Adjust text and background color.

. Select recording modes: choose record/not record/scheduled.

. Adjust brightness, color, hue, contrast of images.

. Motion detection: click Draw Area button to set motion detection area;

click Clean Area button to clear the set motion detection area; click Hide
Area to hide motion detection areas, and click that button again to show
them.
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H. Control PTZ: use functions of PTZ: moving camera directions, adjusting
focus and iris, zoom in/out, auto pan and control speed. (user can read
chapter 10 to know more details.)

I. Choose image quality: Low/Mid/High/Best. (The better image quality, the
bigger recording size.)

. Choose resolution: 160x120, 320x240, 640x480.
K. Adjust frame rate from 1-30 FPS.

L. Adjust Sensitivity(1-5) and Differentia(1-10) of motion detection: please
read chapter 2 to know more details.

[

M. After all settings are done, please click OK to save all configurations.
2. Scheduled Recording Setup:

" m: m: m:
m; ®f ®E7 BE
| & = =
[ IR ITI BCEN

A. Choose modes of scheduled recording: Once/Daily/Weekly/Monthly
B. Choose cameras

C. Select date/time.

D. Click Add button to add the setting into schedule.

E

. Modify scheduled recording: check one scheduled recording file, and
then setup new contents. Click Modify button to modify it.

. Delete scheduled recording: Select one scheduled recording file, and
then click Delete button to delete it. Click Delete All can delete all
scheduled recording files.

n
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3. Account Setup:

: g — SN —
d  Remote Suryeillance System . Moniter. | Playback
E . ,

50 Fasewort From Ressts
[ ABew Config Frsm Bemcte
[lABow Conted FTZ

A. Enter name and password
B. Check enable column

C. Choose authority as administrator or normal user. (Normal user can be
limited his right of monitor and control)

D. Select access rights of normal user.

E. Add users: After settings, click Add to add the new user.

F. Modify users: choose one user and setup his settings, clicking modify to
change his configuration.

G. Delete users: choose one user and click delete to delete the user.

4. System Setup:

Remote Suryeillanee System . Maniter, | Playback
 —— et bttt

1552553550
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Settings here are according to how local site sets (please read chapter
5 to know more details), users have not to change settings if all
configurations are ok from local site.

Users can check the version of this system and its HD capacity. Adjust
system date/time it is required.

5. Alarm Setup:

Remote Surveillance m . Monitor. LPlayback, Setup Logout
el — [es — i

Tt 0] #3191 9L I S RT S ) R0 | S 8] 814 915 815
O @ DekFdl ® SpamBax @ Vidolas
D5 @) #: 81 8: 85 8687 81 85810 8) 1181 814 817 815

Settings here are according to how local site sets(please read chapter 6
to know more details). After adding or changing all alarm settings, click
OK to save all configurations.

6. Alarm Log Setup:

Monitor, | Playback P | Logout
[ RS S D
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All alarm records will be listing here, including reasons, triggered time,
and descriptions. Users can easily know how alarm goes and choose to
keep thos e records or not.

To delete the alarm records, please check the column behind, and then
click delete button.

7. Login Log Setup:

MOR0RAL 115757

i L BT ORI LD
OMRAN 40T AORRE] 1003

All users' log records will be listing here, including user's name, IP
address, login/logout time.

To delete the log records, please check the column behind, and then click
delete button.

8. GPIO Setup

MOR0RAL 115757

F0RORG1 L1012
AORRE] 1003
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Settings here are according to how local site sets(please read chapter 9
to know more details).

After adding or changing all alarm settings, click OK to save all
configurations

Logout

Click "Logout" button to exit the system.
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